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Solicitation

INFORMATION TECHNOLOGY ACQUISITION:
LOCAL AND STATE LAW ENFORCEMENT

l. Introduction

The technologica revolution thet is sweeping the
nation and the world has captured law enforcement
in the same hurricane of change. Technologies that
were consdered ultra advanced or only within the
reach of the most affluent agencies twenty years ago,
such as computer aided digpatch and computerized
crime records, are now viewed as essential
equipment in law enforcement, while, a the same
time, more sophisticated technology applications
are on the drawing boards waiting to chalenge law
enforcement agencies.

NIJis streamlining its process to accommodate
the volume of proposals anticipated under this
and other Crime Act solicitations. Researchers
can help in asgnificant way by sending NIJa
nonbinding letter of intent by August 22, 1997.
The Indtitute will use these |ettersto forecast the
numbers of peer pands it needs and to identify
conflicts of interest among potentid reviewers.
There are three ways to send these |etters. You
can fill out the maller on the last page of this
solicitation. Y ou can reach NIJ by Internet by
sending email to tellnij@ncjrs.org and
identifying the solicitation and section(s) you
expect to apply for. You can write a letter with
the same information to Information Technology
Acquistion: State and Loca Law Enforcement,
633 Indiana Avenue N.W., Room 303,
Washington, DC 20531. Help us help you.

The law enforcement indudtry is clearly in the midst
of aproliferation of technology options. The number

of businesses and indudtries viewing law enforcement
asapromisng consumer isincreasng. The need to
select technology from the large variety of available
options, to understand performance standards in the
midst of ahigh level of complexity, to assess vendor
options amid competing approaches, and the need to
successtully  integrate technologica advancesinto
day to day law enforcement practice poses
chalenges that policy makers can sometimes meet
only on atrid-and-error basis. ThisNIJ solicitation
seeks research gpplications in the area of information
technology acquidtion for state and local law
enforcement for the purpose of developing guideines
and modelsto assst law enforcement policy makers
and practitioners to effectively navigate through this
technologicd revolution.

This dynamic movement has been recognized & the
Federa policy leve in that Congress set asde one
percent of the policing funds of the Crime Act - $20
million ayear - to support the development of new
technologies. Similarly, within NIJ, Congress funded
the creetion of a network of five regiond law
enforcement and corrections technology centers
around the country to bring technologies closer to the
end user at theloca levd.

1. Background

The development of information technologies for law
enforcement has been underway since the 1960s.
There was an early concentration on computer aided
dispatch, with alater concern for comprehensive
management information sysems. Now, aslaw
enforcement operations advance, applications such as
electronic pin mapping, geo- mapping, live scan
fingerprinting, and computerized case management
are becoming essentia technologies for some
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departments. Applications, such asregiond crime
data bases, Internet bility to crime reports for
citizens, and the use of virtud redity for training are
considered cutting edge technologies. Law
enforcement information technology trangtioned
from large main-frames to persona computer
applications pardld to indusiry, while experience
and learning taught departments to ensure that
capacities such as rapid access to crime data and
system redundancy be standard features of
information systems.

The gpplication of information technology to law
enforcement has, for the most part, yielded
consderable improvement and efficiency. At the
sametime, it has posed chdlenges for departments
with little prior experience, limited accessto
technica expertise, and those considered late
arrivasin acquiring information technology .
Further, as law enforcement has progressed there
have been clear stages of development closdy
pardleing those in other indudries. Initidly,
decisons on hardware and software, implementation
planning, and impact evauation were generdly
conducted by technica staff with little or no input
from management. Over the years, experience of
both technica staff and management has fostered the
recognition that input from management and other
police staff throughout the planning, selection and
implementation process is essentia for effective
sysems. Also, in some agencies, law enforcement
sworn personne, recognizing the significance of
technology infusion, have attempted independently
to gain skillsto guide and direct the process.

Asareault there are varying levels of expertise for
effective and efficient information technology
acquisition across the law enforcement industry.
NI1J seeks research that would lay afoundation for
cultivating a conastent leve of expertise within law
enforcement for this Sgnificant area.

The purpose of this research isto develop law
enforcement guidelines for information technology
acquigition that can be packaged as print medium,
atificid inteligence, or expert sysemsto provide
working models for planning, needs assessment,
selection, implementation and evauation. Populations
that may benefit from this research include law
enforcement executives, government policy makers,
mayors, governors and others responsble for law
enforcement budgets and operations. One grant or
cooperative agreement of up to $500,000 will be
awarded.

I11. Research Specifications
Subject Areas

For the purposes of this solicitation, information
technology includes law enforcement management
information systems (MI1S), computer aided dispatch
(CAD), dectronic pin mapping, geo mapping, and
other information technologies appropriate to police
functions.

There are three phases to the acquisition and
adoption of information technology to be consdered
in this study:

« Assessment and Decision Making Phase:
Satisfactory selection and purchase of
information technology by a police agency
requires aseries of decisons. This portion of the
study should consider questions such as: how are
needs assessed by a police agency; how are
technologies identified that link to the needs;
what stake holders are involved; are other public
safety information systems considered; and, how
are the assessment and decison making
processes related to the budgeting process.

« Implementation Phase: Technicdly, the
implementation phasein a police agency begins




Solicitation

once information technology purchases have
been identified. Idedly, planning for
implementation should begin during the
decison making phase. Examples of
questions to be considered in this portion of
the study are: what isthe level and extent of
planning for implementation by a police
agency; what isthe role of gaff; and, are
agencies or condtituencies externd to the
department involved in the process.

e Impact Assessment Phase: Impact
evauation has two dimensons. They conss of
studies to determine 1) the changes or
improvements that may be needed in apolice
agency as aresult of the new information
technology, and, 2) the impact of the new
information technology in terms of improved
agency efficiency, methodology, and
effectiveness. Examples of questionsto be
considered in this phase of the study for
measuring impact are: at what point do
departments plan impact studies; and if
departments do not conduct
impact/effectiveness sudies, what problems are
likely to occur.

Research Procedures

A combination of some of the following research
procedures should be considered in the research
design:

»  Focus Groups: Focus groups may be
employed for initid exploration to determine
aress of strengths and weaknessesin
technology acquisition that may be anticipated,
appropriate language and terminology familiar
to law enforcement agencies, a sense of the
most serious issues faced by law enforcement
agencies, and descriptions of current processes
that appear to produce satisfactory results. A

second application of focus groups may be
following the completion of case sudies, and
prior to adminigtration of a scanning srategy, in
order to refine the fina scanning strategy to be
employed. If focus groups are utilized in the
study then anumber of factors should be
consdered for balanced representation.

o Case Studies: Case studies may be conducted
for the purpose of developing specific
descriptions and outlines of processes currently
employed in law enforcement agencies acquiring
information technology. Departments sdlected
for case study may be considered representative
or exemplary. Four to ten cases are
recommended.

e  Comprehensive Study: A comprehensve
scanning strategy may be devel oped based on
the findings from the focus groups and the case
studies and distributed broadly to determine and
confirm the state-of-the-art of information
technology acquisition and infusion in law
enforcement. The comprehensive study will
ensure generdizability and transferability of the
mode development to departments nationaly.

e Model Development: Thefind phase of the
research may be the development of model
processes in the areas of decision making,
implementation and impact evaugtion for
gpplication by law enforcement agenciesin the
acquigtion and infuson of information
technology.

Future Research: A second research phase may
be undertaken through a subsequent solicitation and
award following the completion of this project. The
purposes of a second study may be to conduct
comparative experiments to obtain optima processes
for decison making, implementation and impact
evaluation processes. This endeavor may dso
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include demondration programs to test and
disseminate processes. One final consideration may
be a study to determine which law enforcement
processes are mogt suitable for information
technology and to identify other law enforcement
processes that may be appropriate for technology

application but have not been previoudy considered.

Other future research solicitations may focus on
developing models of decison making,
implementation and impact evauation for other law
enforcement technologies such as less-than-lethd
weapons, vehicles, and conceaed wegpons
detection technologies.

User Products/Outcomes: The products and
outcomes of the current research will be guides and
models for decison making, implementation and
impact evauation for technology acquisition and
infuson. These products may be packaged as print
medium, artificid intelligence or expert sysems.

IV. How to Apply

Those interested in submitting proposals in response
to this solicitation must complete the required
gpplication forms and submit related required
documents. (See below for how to obtain
application forms and guides for completing
proposals.) Applicants must include the following
information/forms to qudify for funding:

e Standard Form (SF) 424—application for
Federd assstance

e Assurances

»  Caetifications Regarding Lobbying, Debarment,
Suspension and Other Responsibility Matters;
and Drug-Free Workplace Requirements (one
form)

o Disclosure of Lobbying Activities

e Budget Detail Worksheet

»  Negotiated indirect rate agreement (if
appropriate)

e Namesand filiations of dl key personsfrom
gpplicant and subcontractor(s), advisors,
consultants, and advisory board members.
Include name of principa investigator, title,
organizationd effiliation (if any), department (if
indtitution of higher education), address, phone,
and fax.

»  Proposal abstract

o  Tableof contents

e Program narrative or technical proposa (page
limit is 30 pages, double spaced)

»  Privacy cetificate, as appropriate

e References

» Lettersof cooperation from organizations
collaborating in the research project.

e Réumés

o Appendixes, if any (eg., list of previousNIJ
awards, their status, and products [in NIJ or
other publications]).

Due date. Completed proposals must be received
at the Nationd Indtitute of Jugtice by the close of
business on September 5, 1997. Extensions of this
deadline will not be permitted.

Award period. In generd, NIJ limitsits grants and
cooperative agreements to a maximum period of 12
or 24 months. However, the maximum length of this
study will be 18 months.

Number of awards. NIJwill award one grant or
cooperative agreement under this solicitation.

Award amount. One award up to $500,000 will be
made available for this NIJ solicitation.

Guidance and information. Applicants who wish to
discuss their potentid research topics with NIJ
program gtaff, should contact Phyllis McDonad, NIJ
Program Manager, at (202) 616-3653, or the U.S.
Department of Justice Response Center at
800421-6770.
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Obtaining application forms. To obtain
goplication forms (including a sample budget
worksheet) and guidedines for submitting proposas
(including requirements for proposa writers and
requirements for grant recipients), gpplicants can:

e Accessthe Justice Information Center on the
Web: http:/mww.ncjrs.org/fedgrant.ntm#NI J.
At this gte, the NIJ application forms and
guiddines are available as dectronic files that
may be downloaded to a personal computer.

*  Request hard copies of the forms and guideines
by mail from the Nationd Crimind Justice
Reference Service at 800-851-3420 or from
the Department of Justice Response Center at
800-421-6770 (in the Washington, D.C., area,
at 202—-307-1480).

*  Request copies by fax. Call 800-851-3420
and select option 1, then option 1 again for NIJ.
Code is 1023.

Send completed forms to:

Information Technology Acquistion: Loca and State
Law Enforcement

Nationa Indtitute of Justice

633 Indiana Avenue N.W., Room 303

Washington, DC 20531




For more information on the Nationd Ingtitute of Justice, please contact:

National Criminal Justice Reference Service
Box 6000
Rockville, MD 20849-6000
800-851-3420
e-mail: askngjrs@ngjrs.org

Y ou can view or obtain an dectronic verson of this document from
the NCJRS Bulletin Board System (BBS)
or the NCJRS Justice Information Center World Wide Web ste.

To access the BBS, direct did through your computer modem
301-519-8895 (modems should be set at 9600 baud and 8-N-1)
or telnet to bbs.ngjrs.org

To accessthe World Wide Web site, go to
http://mww.ncjrs.org

If you have any questions, cal or email NCJRS.



