Law enforcement agencies across the country have invested millions of dollars in voice stress analysis (VSA) software programs. One crucial question, however, remains unanswered: Does VSA actually work?

According to a recent study funded by the National Institute of Justice (NIJ), two of the most popular VSA programs in use by police departments across the country are no better than flipping a coin when it comes to detecting deception regarding recent drug use. The study’s findings also noted, however, that the mere presence of a VSA program during an interrogation may deter a respondent from giving a false answer.

VSA manufacturers tout the technology as a way for law enforcers to accurately, cheaply, and efficiently determine whether a person is lying by analyzing changes in their voice patterns. Indeed, according to one manufacturer, more than 1,400 law enforcement agencies in the United States use its product. But few studies have been conducted on the effectiveness of VSA software in general, and until now, none of these tested VSA in the field—that is, in a real-world environment such as a jail. Therefore, to help determine whether VSA is a reliable technology, NIJ funded a field evaluation of two programs: Computer Voice Stress Analyzer® (CVSA®) and Layered Voice Analysis™ (LVA).

Researchers with the Oklahoma Department of Mental Health and Substance Abuse Services (including this author) used these VSA programs while questioning more than 300 arrestees about their recent drug use. The results of the VSA output—which ostensibly indicated whether the arrestees were lying or telling the truth—were then compared to their urine drug test results. The findings of our study revealed:

- **Deceptive respondents.** Fifteen percent who said they had not used drugs—but
who, according to their urine tests, had—were correctly identified by the VSA programs as being deceptive.

Nondeceptive respondents. Eight and a half percent who were telling the truth—that is, their urine tests were consistent with their statements that they had or had not used drugs—were incorrectly classified by the VSA programs as being deceptive.

Using these percentages to determine the overall accuracy rates of the two VSA programs, we found that their ability to accurately detect deception about recent drug use was about 50 percent.

Based solely on these statistics, it seems reasonable to conclude that these VSA programs were not able to detect deception about drug use, at least to a degree that law enforcement professionals would require—particularly when weighed against the financial investment. We did find, however, that arrestees who were questioned using the VSA instruments were less likely to lie about illicit drug use compared to arrestees whose responses were recorded by the interviewer with pen and paper.

So perhaps the answer to the question “Does VSA work?” is . . . it depends on the definition of “work.”

What Is VSA?

VSA software programs are designed to measure changes in voice patterns caused by the stress, or the physical effort, of trying to hide deceptive responses. VSA programs interpret changes in vocal patterns and indicate on a graph whether the subject is being “deceptive” or “truthful.”

Most VSA developers and manufacturers do not claim that their devices detect lies; rather, they claim that VSA detects microtremors, which are caused by the stress of trying to conceal or deceive.

VSA proponents often compare the technology to polygraph testing, which attempts to measure changes in respiration, heart rate, and galvanic skin response.

Even advocates of polygraph testing, however, acknowledge its limitations, including that it is inadmissible as evidence in a court of law; requires a large investment of resources; and takes several hours to perform, with the subject connected to a machine. Furthermore, a polygraph cannot test audio or video recordings, or statements made either over a telephone or in a remote setting (that is, away from a formal interrogation room), such as at an airport ticket counter. Such limitations of the polygraph—along with technological advances—prompted the development of VSA software.

Out of the Lab, Into the Field

Although some research studies have shown that several features of speech pattern differ under stress, it is unclear whether VSA can detect deception-related stress. In those studies that found that this stress may be detectable, the deception was relatively minor and no “jeopardy” was involved—that is, the subjects had nothing to lose by lying (or by telling the truth, for that matter). This led some researchers to suggest that if there is no jeopardy, there is no stress—and that if there is no stress, the VSA technology may not have been tested appropriately.

The NIJ-funded study was designed to address these criticisms by testing VSA in a setting where police interviews commonly occur (a jail) and asking arrestees about relevant criminal behavior (drug use) that they would likely hide.

Our research team interviewed a random sample of 319 recent arrestees in the Oklahoma County jail. The interviews were conducted in a relatively private room adjacent to the booking facility with male arrestees who had been in the detention facility for less than 24 hours. During separate testing periods, data were collected using CVSA® and LVA.

The arrestees were asked to respond to questions about marijuana use during the previous 30 days, and cocaine, heroin, methamphetamine, and PCP use within the previous 72 hours. The questions and
test formats were approved by officials from CVSA® and LVA. The VSA data were independently interpreted by the research team and by certified examiners from both companies.

Following each interview, the arrestee provided a urine sample that was later tested for the presence of the five drugs. The results of the urinalysis were compared to the responses about recent drug use to determine whether the arrestee was being truthful or deceptive. This determination was then compared to the VSA output results to see whether the VSA gave the same result of truthfulness or deceptiveness.

**Can VSA Accurately Detect Deception?**

Our findings suggest that these VSA software programs were no better in determining deception about recent drug use among arrestees than flipping a coin.

To arrive at this conclusion, we first calculated two percentage rates:

- **Sensitivity rate.** The percentage of deceptive arrestees correctly identified by the VSA devices as deceptive.
- **Specificity rate.** The percentage of non-deceptive arrestees correctly classified by the VSA as nondeceptive.

Both VSA programs had a low sensitivity rate, identifying an average of 15 percent of the responses by arrestees who lied (based on the urine test) about recent drug use for all five drugs. LVA correctly identified 21 percent of the deceptive responses as deceptive; CVSA® identified 8 percent.

The specificity rates—the percentage of nondeceptive respondents who, based on their urine tests, were correctly classified as nondeceptive—were much higher, with an average of 91.5-percent accuracy for the five drugs. Again, LVA performed better, correctly identifying 95 percent of the nondeceptive respondents; CVSA® correctly identified 90 percent of the nondeceptive respondents.

We then used a plotting algorithm, comparing the sensitivity and specificity rates, to calculate each VSA program’s overall “accuracy rate” in detecting deception about drug use. We found that the average accuracy rate for all five drugs was approximately 50 percent.

**Does VSA Deter People From Lying?**

Although the two VSA programs we tested had about a 50-percent accuracy rate in determining deception about recent drug use, might their very presence during an interrogation compel a person to be more truthful?

This phenomenon—that people will answer more honestly if they believe that their responses can be tested for accuracy—is called the “bogus pipeline” effect. Previous research has established that it is often present in studies that examine substance use.
To determine whether a bogus pipeline effect existed in our study, we compared the percentage of deceptive answers to data from the Oklahoma City Arrestee Drug Abuse Monitoring (ADAM) study (1998–2004), which was conducted by the same VSA researchers in the same jail using the same protocols. The only differences—apart from the different groups of arrestees—were that the ADAM survey was longer (a 20-minute survey compared with the VSA study’s 5-minute survey) and did not involve the use of VSA technology.

In both studies, arrestees were told that they would be asked to submit a urine sample after answering questions about their recent drug use. In the VSA study, arrestees were told that a computer program was being used that would detect deceptive answers.

Arrestees in the VSA study were much less deceptive than ADAM arrestees, based on responses and results of the urine test (that is, not considering the VSA data). Only 14 percent of the VSA study arrestees were deceptive about recent drug use compared to 40 percent of the ADAM arrestees. This suggests that the arrestees in the VSA study who thought their interviewers were using a form of “lie detection” (i.e., the VSA technology) were much less likely to be deceptive when reporting recent drug use. (See sidebar on p. 10, “Editor’s Note, Polygraph and Voice Stress Analysis: Trying to Find the Right Tool.”)

The Bottom Line: To Use or Not Use VSA

It is important to look at both “hard” and “hidden” costs when deciding whether to purchase or maintain a VSA program. The monetary costs are substantial: it can cost up to $20,000 to purchase LVA. The average cost of CVSA® training and equipment is $11,500. Calculating the current investment nationwide—more than 1,400 police departments currently use CVSA®, according to the manufacturer—the total cost is more than $16 million not including the manpower expense to use it.

The hidden costs are, of course, more difficult to quantify. As VSA programs come under greater scrutiny—due, in part, to reports of false confessions during investigations that used VSA—the overall value of the technology continues to be questioned.14

Therefore, it is not a simple task to answer the question: Does VSA work? As our findings revealed, the two VSA programs that we tested had approximately a 50-percent accuracy rate in detecting deception about drug use in a field (i.e., jail) environment; however, the mere presence of a VSA program during an interrogation may deter a respondent from answering falsely. Clearly, law enforcement administrators and policymakers should weigh all the factors when deciding to purchase or use VSA technology.
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Notes

1. The National Institute for Truth Verification (manufacturer of CVSA®) states that more than 1,400 law enforcement agencies use its product. See www.nitv1.com/Agenciesusing.htm.

2. Ibid.

3. CVSA® was introduced into the market in 1988 by the National Institute for Truth Verification and has undergone a number of changes and system upgrades over the years. The version used in this field test was the CVSA® introduced in 1997.


5. In the few studies in which the theory behind VSA has been tested, there has generally been solid support. Cestaro, V.L., “A Comparison Between Decision Accuracy Rates Obtained Using the Polygraph Instrument and the Computer Voice Stress Analyzer (CVSA) in the Absence of Jeopardy,” Polygraph 25 (2) (1996): 117–127; and Fuller,


7. Barland, G., “The Use of Voice Changes in the Detection of Deception,” Polygraph 31 (2) (2002): 145–153. This study suggests simulated stress in a laboratory setting may not be sufficient to allow VSA to detect deception. This leads to the argument, by some VSA proponents, that mock deception in a staged (lab) scenario fails to create the necessary degree of jeopardy (and therefore stress) to stimulate a measurable response indicating deception. In an experiment in which the subject is not worried about getting “caught” because there are no real consequences or is pretending to lie, it is, they argue, more difficult for the software to detect deception, as the necessary stress levels are not present.


10. Ibid.

11. Sensitivity and specificity should be examined jointly, because an overly sensitive but not specific instrument—that is, one that indicates all responses as deceptive—is not very useful. The standard way to compare these two scores simultaneously is by examining them on a receiver operating characteristic chart. Programs with high sensitivity and specificity scores will efficiently predict who is being deceptive and who is not. If either the sensitivity or the specificity score is low, the usefulness of the programs for predicting deception is diminished.
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